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Summary: Due to the sensitivity of deep learning to the intrinsic characteristics of data, applying deep learning algorithms to the side channel analysis of hardware encryption chips can improve the efficiency and accuracy of the side channel analysis. However, the deep neural network learning algorithm is still a deep black box model with unknown nonlinear structure, and the model structure and performance are not necessarily optimal. In this paper, we propose a side channel analysis method based on dendritic networks, which outperforms deep learning networks in terms of system recognition capability and operational complexity due to the interpretability of the nonlinear structure inside the dendritic network.

On the CW308T-STM32F3 and ATXMEGA128D4 target board of ChipWhisperer side-channel analysis experimental platform, some side-channel analysis experiments are carried out for AES-128 encryption algorithm. The experimental results show that the dendritic network-based side channel analysis outperforms the deep learning networks in terms of model parameter scale, attack accuracy, and training time, such as multilayer perceptron, convolutional neural network, recurrent neural network, and other deep learning models.
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